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Abstract

After having shifted from Web 1.0 to Web 2.0, scientists welcome the advent of Web 3.0, an environment where meaning is added to data. While in the Semantic Web people are no longer users, but part of the emerging applications, producers, subjects and beneficiaries of the Big Data, however, opaque processing of personal data poses tremendous risks and dangers for individuals. Given the new era of Big Data this paper studies firms’ purposes and practices to detect some emerging privacy risks. Moreover, theories that deal with social networks are examined to conclude that, even if people state that they value their privacy, however, they often disclose a huge volume of personal information. Taking into account that today’s European concept of privacy is conceptualized in negative terms this paper also proposes the implementation of trust and loyalty into the privacy concept through flexible fiduciary laws. Furthermore, data portability is discussed to detect its potential as a strategic feature, a key tool that will enhance trust. Finally, further scenarios and proposals are submitted, in our attempt to answer the question whether the European concept of privacy could be re-shaped for the benefit of individuals.
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1. Introduction

In 1983, Time magazine nominated the Personal Computer as “the machine of the year” to announce the entry of the Informational Age into our homes¹. In 2006, a computer was again displayed in the above magazine’s cover, albeit, this time the computer screen was a mirror reflecting the person of the year: “You.”, the very user, the hero of the Information Age².

After having shifted from Web 1.0 (First Era)³ to Web 2.0 (Second Era)⁴, scientists speak of the Semantic Web⁵ (Web 3.0)
that tries to extend models using a series of standard languages that enable the description of Web resources to be enriched and to become semantically accessible. To do so, Web 3.0 is based on two concepts: semantic tagging of resources, so that information can be understood by humans and computers, and the development of intelligent agents that are capable of operating with those resources and inferring new knowledge from them. To put it simply, the Semantic Web adds meaning to web documents from the sense of content and metadata.

And how much information is on the Web? There is too much.

People disclose a huge volume of data on a daily basis, in innumerable websites and during countless online activities, such as—to name but a few—while communicating via e-mails, interacting in social networks, or exercising their jobs. Focusing on social networks, millions of users reveal a lot about the most intimate details of their lives, which may cover all aspects of the individual’s life. Thus, present-day abundance of social network profiles raises further issues with regard to privacy.


See also Maria Giannakaki, The value of information in the age of ‘Big Data’: from Web 1.0 to Web 3.0, in Maria Bottis, The history of Information: From papyrus to the electronic document, Nomiki Bibliothiki S.A., 2014, pp. 259-272, at p. 259, mentioning that that in the age of the semantic web importance is attached to raw data, which is collected from different sources to discover, assemble and correlate a huge volume of information.

Bujar Raufi, Florije Ismaili, Jaumin Ajdari, Xhemal Zenuni, Knowledgebase Harvesting for User-Adaptive Systems Through Focused Crawling and Semantic Web, in Proceedings of the 17th International Conference on Computer Systems and Technologies 2016, Palermo, Italy (June 23 - 24, 2016), pp. 323-330, at p. 324 (where it is also mentioned that “[…] semantic web tends to add semantic meaning or metadata to every document on the web so they can be machine processable as well as easily retrievable. The Semantic Web brings structure to the meaningful content of Web pages, creating an environment where different software agents such as crawlers can move around from page to page and can readily carry out sophisticated tasks for users. The process of publishing a meaningful content to the web requires a confluence between users as well as adjusting to frequent technology changes related to semantic web […]”).

In the social context, a network consists of a set of individuals and of the links among them (“[…] Links between pairs of individuals might represent a wide range of connections, including such activities as friendship, advice seeking, informational communication, and material transfers […]”). See David Krackhardt & Robert N. Stern, Informal Networks and Organizational Crises: An Experimental Simulation, 51 Social Psych. Q. 123, 127 (1988). Social networking sites are a kind of an online service, which aims to create social relations between people, who share common interests and activities. Information sharing with one's public or private contacts is the primary function of the networking sites are a kind of an online service, which adds machine processable as well as easily retrievable. The Semantic Web brings structure to the meaningful content of Web pages, creating an environment where different software agents such as crawlers can move around from page to page and can readily carry out sophisticated tasks for users. The process of publishing a meaningful content to the web requires a confluence between users as well as adjusting to frequent technology changes related to semantic web […]”.


Regan argues that, today, the abundance of these profiles suggests that privacy should be framed more as a common good, while at the same time the normative underpinnings of the value of privacy are shared among members of society. See P.M. Regan, Privacy and the common good: Revisited, in B. Roessler & M. Mokrosinska (eds), Social dimensions of privacy: interdisciplinary perspectives, 2015, London: Cambridge University Press, pp. 50-70. Available at https://www.researchgate.net/publication/290315805_Privacy_and_the_common_good_Revisited. Of course, privacy is not the only issue that is raised: for the potential of social networks as platforms used by terrorists, see Marie-Helen
For instance, job seekers reveal online information that they would not disclose during an “offline interview”, while minors may reveal sensitive data, like their sexual orientation or their ethnic origins, just by updating their status, or posting a comment, or uploading images. In fact, people can disclose their deepest secrets and, thus, some authors argue that privacy needs to be reshaped. Is it about secrecy? Is it a right to be let alone?

Today’s users can access social networks’ platforms and disclose their personal data, such as their physical location (for instance, GPS or IP location), while they may not be aware that the very location –of their mobile device– is constantly being recorded, regardless of use –or non use– of the device. Moreover, people’s behaviors and relationships have changed as well. Our kids may have “more friends” than us–and we are not one of them– while, at the same time, a social network’s platform may be regarded as a place where minors (and people in general) exchange information and communicate with their peers; enter a parent and the party is over. There is no distinction between lovers, schoolmates, and strangers and they are all, thus, sorted into same group (“friends”).

Given the above radical changes, this paper studies the processing of personal data in the age and the economy of Big Data to detect purposes –and risks– of such practices. Furthermore, the hedonic use of social networks and several theories (such as the social capital theory, altruism and reciprocity), with regard to such networks, are examined to argue that,


14 For instance, Strahilevitz argues that privacy is not about secrecy. Indeed, a sexual intercourse needs more than one, people tell others about medical ailments to unburden, and sharing most intimate information with those, who are expected to keep it secret, promotes friendship and intimacy. See Strahilevitz Lior, A Social Networks Theory of Privacy, December 2004, U Chicago Law & Economics, Olin Working Paper No. 230; U of Chicago, Public Law Working Paper No. 79, at. p. 5. Available at SSRN: https://ssrn.com/abstract=629283 or http://dx.doi.org/10.2139/ssrn.629283. However, as others claim, there is a relation between privacy and secrecy (“[…] right to secrecy […] to limiting the knowledge of others about oneself […]”). See Cavoukian A. & Tapscott D., Who Knows: Safeguarding Your Privacy in a Networked World, McGraw-Hill, New York, 1997.

15 The right to privacy is an old subject of legal discussion and has been known as the “right to be let alone”. See S. Warren & L. Brandeis, The right to Privacy, Harvard Law Review vol. 4, ed. 5, 1890, pp. 193-220. For the function of privacy as a tool for limiting the ability of third parties to access individual’s personal data, see Neil M. Richards & Jonathan H. King, Big Data and The Future for Privacy, Handbook of Research on Digital Transformations, Elgar, 2016, p. 8.

16 “Personal data” means “[…] any information relating to an identified or identifiable natural person (‘data subject’); an identifiable natural person is one who can be identified, directly or indirectly, in particular by reference to an identifier such as a name, an identification number, location data, an online identifier or to one or more factors specific to the physical, physiological, genetic, mental, economic, cultural or social identity of that natural person […].” See Article 4(1) of Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of the persons with regard to the processing of personal data and on the free movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation), hereinafter referred to as “GDPR”.


18 Omer Tene, Privacy: The new generations, id.

although people may state that they value their privacy, albeit, they rarely refuse to share personal information. Current concept of privacy is brought to the discussion table to comment on its negative approach and to propose the introduction of trust and loyalty through flexible fiduciary laws. Moreover, data portability, one of the most important rights that the GDPR introduces, is studied to support its potential as a strategic element that will safeguard and enhance trust. Finally, further proposals are submitted to support that the European concept of privacy could, indeed, be re-shaped for the benefit of individuals.

2. Personal Data in the Age and the Economy of Big Data

Some authors referring to the wealth of data flooding the digital environment – often described as Big Data – have defined Web 3.0 as “Semantic Web technologies integrated into, or powering, large-scale Web applications”. Web 3.0 could be understood as a phenomenon in which individuals are no longer users; they are part of the applications that emerge and disappear; they are also producers, subjects and beneficiaries of Big Data. In particular, Big Data refers to the exponential growth and availability of data in an environment, where the three “V” characteristics are identified; the Volume of data, which is collected and processed, the Velocity, meaning the speed, with which data is being produced and processed, and the Variety of sources. This environment provides further opportunities for understanding or predicting individuals’ behavior and, thus, firms can expand their knowledge about a person without her knowledge or consent. Indeed, people have little or no idea with regard to what or ways in which data is collected, processed, shared or exchanged with third parties.

In 2018, life, including social connections or even love, happens online and, hence, it is difficult to name an aspect of

22 Nancy J. King & Jay Forder, Data analytics and consumer profiling: Finding appropriate privacy principles for discovered data, Computer Law & Security Review 32, 2016, 696-714, p. 698. Some authors add more characteristics, such as the “Veracity”, which refers to the way data should be used in order to create necessary trust and ensure reliability. See Maria Giannakaki, The value of information in the age of ‘Big Data’: from Web 1.0 to Web 3.0, id, at p. 262. Others identify two additional dimensions of Big Data; variability and complexity. The former is evidenced by the fact that data flows can be highly inconsistent with periodic peaks, while the latter is manifested in the nature of Big Data itself. It is not only structured but also unstructured and coming from multiple sources. See Richard Herschel, Virginia M. Miori, Ethics & Big Data, Technology in Society 49 (2017), pp. 31-36, at p. 31, mentioning that “[...] Big Data is all about capturing, storing, sharing, evaluating, and acting upon information that humans and devices create and distribute using computer-based technologies and networks [...]” and pointing out that we are now generating 2.5 quintillion bytes of data, so much that 90% of the data in the world today has been created in the last couple of years. Available at https://www.researchgate.net/publication/314463176_Ethics_Big_Data.
24 A secondary market has been created with regard to personal data: Data brokers may be defined as professionals who operate on a secondary market, such as businesses that facilitate the circulation and enrichment of data. See Commission Nationale De L’ Informatique Et Des Libertés (CNIL), 36th Activity Report, 2015, To Protect Personal Data, Support Innovation, Preserve Individual Liberties, pp. 31-32 (“Data brokers: the oil and the iceberg”). Available at https://www.cnil.fr/sites/default/files/atoms/files/cnil_rapport_2015_gb.pdf. As CNIL puts it, data brokerage aims to aggregate data, then redistribute it for a variety of purposes, which are focused – amongst others – on commercial targeting (for example, direct marketing, advertising, customer experience enhancement) or checking people’s characteristics (namely trustworthiness, creditworthiness, identity etc).
26 See Lainey Feingold, Digital Accessibility and The Quest For Online Equality, Journal of Internet Law, Oct. 2017, pp. 3-12, at p. 3.
present-day society in which online access does not play a part. Thereafter, during innumerous online activities, a huge volume of personal data is produced, collected\(^\text{27}\) and processed\(^\text{28}\).

Does an item of information, e.g. one’s pattern of sleep, which may be provided while using a smartphone app, constitute personal data?

In the age of Big Data, processing of a huge volume of data\(^\text{29}\) not only enables firms to draw innumerous conclusions that relate to one person but also encourages identification of an individual. So when the above pattern of sleep relates to an individual, who can be identified, it does constitute personal data\(^\text{30}\). This means that it is not the actual identification, but the capacity to identify one person\(^\text{31}\) that makes the data personal.

So, why do firms process our personal data?

Today, what we deal with is the monster of a “free” Internet\(^\text{32}\) paid for by advertising targeted on the basis of an unprecedented level of surveillance of human lives\(^\text{33}\). Data processing enables firms not only to identify an individual or detect her activities\(^\text{34}\) but also to profile\(^\text{35}\) natural persons and target groups, to which firms address personalized ads\(^\text{36}\).

For example, Google used billions of credit-card transaction records to prove that its online ads are prompting people to make purchases even when they happen in brick-and-mortar stores\(^\text{37}\). In other words, Google’s program (Store Sales

\[^27\] See Commission Nationale De L’ Informatique Et Des Libertés (CNIL), 36th Activity Report, 2015, id, at p. 35 (“From connected devices to autonomous devices: What freedoms subsist in a robotised world?”), mentioning that “[…] constant data capture in our everyday environment is a real novelty […]”.


\[^29\] For instance, robots are becoming cobots (collaborative robots) that can act with humans. To do so, they collect far more data. This highlights a fundamental ethical paradox in the data protection domain: to be more autonomous, a machine must, in fact, become more dependent on personal data. See Commission Nationale De L’ Informatique Et Des Libertés (CNIL), 36th Activity Report, 2015, id, at p. 36 (“From connected devices to autonomous devices: What freedoms subsist in a robotised world?”).


\[^33\] Zuckerman E., The Internet’s Original Sin, The Atlantic, 2014, Available at https://www.theatlantic.com/technology/archive/2014/08/advertising-is-the-internets-original-sin/376041/#. As Zuckerman aptly puts it, “[…] 20 years in to the ad-supported web, we can see that our current model is bad, broken, and corrosive. It’s time to start paying for privacy, to support services we love, and to abandon those that are free, but sell us—the users and our attention—as the product […]”.


\[^35\] Under Article 4(4) of GDPR “[…] ‘profiling’ means any form of automated processing of personal data consisting of the use of personal data to evaluate certain personal aspects relating to a natural person, in particular to analyse or predict aspects concerning that natural person’s performance at work, economic situation, health, personal preferences, interests, reliability, behaviour, location or movements […]’.”


\[^37\] See Elizabeth Dwoskin, Craig Timberg, Google now knows when its users go to the store and buy stuff, May 23,
Measures, which are purchased in traditional stores, to the “clicking” of online ads (“Bricks to Clicks”). Thus, the firm is aware of whether a consumer bought the product, on the ad of which she clicked. Another good example is Target, a firm which not only collected, but also produced personal data, meaning the information that a consumer was pregnant. This was, actually true, and the very consumer had not known.

So, processing of personal data aims, amongst others, at commercial targeting, including direct marketing and advertising, or checking (or predicting) people’s characteristics, such as trustworthiness, creditworthiness or identity.

In 2017, the Electronic Privacy Information Center (EPIC) asked the Federal Trade Commission (FTC) to examine lawfulness of Google’s program. See Brian H. Lam and Cynthia J. Larose, United States: FTC Asked To Investigate Google’s Matching Of Bricks To Clicks, September 25, 2017, Mondaq, available at http://www.mondaq.com/article.asp?articleid=630914&email_access=on&chk=2167746&q=1536832. It is worth noting that, very recently, Google reported that, in 2017, it took down more than 3.2 billion ads that violated its advertising policies. This included 79 million ads, which aimed to send people to malware-laden sites, 66 million “trick-to-click” ads, and 48 million ads, which attempted to get people to install unwanted software. Google also reported that it blocked 320,000 publishers and blacklisted about 90,000 websites and 700,000 mobile apps for violating Google’s policies. See Scott Spencer, An advertising ecosystem that works for everyone, Google, Mar. 14, 2018, available at https://blog.google/topics/ads/advertising-ecosystem-works-everyone/.


See, for example, recent Youtube’s practices with regard to advertising: Chaim Gartenberg, YouTube plans to annoy music listeners into subscribing by playing more ads, ‘Frustrate and seduce’ users into signing up, The Verge, March 21, 2018, available at https://www.theverge.com/platform/amp/2018/3/21/17147800/youtube-streaming-service-lyor-cohen-ads-music-industry-spotify-free.

See Alessandro Mantelero, Personal data for decisional purposes in the age of analytics: From an individual to a collective dimension of data protection, Computer Law & Security Review, Volume 32, Issue 2, April 2016, 238-255, pp. 239-240 (with further references).
To do so, people are profiled and sorted into groups\textsuperscript{42} and, thus, further discrimination\textsuperscript{43} issues are raised\textsuperscript{44}.

Setting aside the above practices and risks, let us now move on to social networks’ environment to examine the extent, to which people value their privacy, and study some motivations that encourage us to share personal information.

3. The Hedonic Use of (and Several Theories on) Social Networks

Social networks, such as Facebook or Twitter, look for ways to collect a huge volume of data that relate to individuals’ online behavior. The more accurate the data collected, the more effective the targeted advertising efforts, which are to be fueled\textsuperscript{45}. Such networks’ large bases of users are, in fact, very active and check the relevant websites many times a day\textsuperscript{46}. For instance, with regard to Facebook\textsuperscript{47}, approximately 1.4 billion users were daily active for December 2017, while, as of December 31, 2017, 2.13 billion were reported as monthly active users. Moreover, this smart\textsuperscript{48} new world\textsuperscript{49}, in which we

\begin{itemize}
\item Given correlation that Big Data encourages, firms are aware of e.g. a user’s gender (or address, or illness from which she suffers, or her marital status and so forth) and may, thus, discriminate against her -by sorting or profiling- on the grounds of the above personal information. See, amongst others, Danah Boyd & Kate Crawford, Six Provocations for Big Data, A Decade in Internet Time: Symposium on the Dynamics of the Internet and Society, Oxford Internet Institute, September 21, 2011, available at SSRN: https://ssrn.com/abstract=1926431 or http://dx.doi.org/10.2139/ssrn.1926431; Omer Tene & Jules Polonetsky, Big Data for All, id, at p. 240; Ira S. Rubinstein, Big Data: The End of Privacy or a New Beginning?, International Data Privacy Law, Vol. 3, No. 2, 2013, at p. 76; Cathy O’Neil, Weapons of Math Destruction, How Big Data Increases Inequality and Threatens Democracy, 2016/2017, Broadway Books, NY, pp. 3-5, 130-134, 151.
\item For instance, algorithms suggest friends etc, and, thus, firms need accurate data to make “good suggestions”.
\item See stats in Facebook’s newsroom, available at https://newsroom.fb.com/company-info/.
\item Put simply, “smart” implies the addition of three capabilities; sensors, computational power and network communications. See Commission Nationale De L’ Informatique Et Des Libertés (CNIL), 36\textsuperscript{th} Activity Report, 2015, id, at p. 35 (“From connected devices to autonomous devices: What freedoms subsist in a robotised world?”).
\item Indeed, it is not only computers that are connected to the Internet, but also many objects communicate with each other in the environment of the Internet of Things. In this context, objects are connected to information networks. For instance, Radio-Frequency Identification enables wireless data collection by readers from electronic tags attached to or embedded in objects – or even people. See Pagnattaro Marisa-Anne, Getting Under Your Skin – Literally: RFID in the Employment Context, Journal of Law, Technology and Policy, No. 2, 2008, pp. 237-257, at p. 238. Available at SSRN: https://ssrn.com/abstract=1565491. Moreover, the so called “smart grid” delivers electricity to consumers by using two-way digital technology to carry, not only electricity but also, information to and from peoples’ houses. See Quinn Elias Leake and Reed Adam, Envisioning the Smart Grid: Network Architecture, Information Control, and the Public Policy Balancing Act (June 16, 2010). University of Colorado Law Review, Vol. 81, 2010, pp. 833-892. Available at SSRN: https://ssrn.com/abstract=1625977. Such technologies may monitor individuals’ activities in their home by collecting data, which may relate to vacation time or even caffeine consumption. See Ann Cavoukian, Jules Polonetsky, Christopher Wolf, Smart Privacy for the Smart Grid: embedding privacy into the design of electricity conservation,
are living, encourages users to visit such websites more than ten times per day\(^50\). As many authors argue, privacy attitudes may quite often be in stark contrast with privacy behaviors\(^51\) and this could be explained by powerful hedonic motivations\(^52\), which encourage users to share their information.

Indeed, social networks can be understood as “hedonic information systems”, meaning that their primary goal is self-fulfillment that enables users to experience fun\(^53\). In this context, people use networks for hedonic purposes\(^54\), such as sharing information and personal data—like personal images—playing games, watching movies, and so forth. Thus, this use may relate to gratification, meaning escapism or fantasy, social interaction, achievement or self-presentation\(^55\) (and, thus, recognition).

Others support the social capital theory, in accordance with which mutual support, shared norms, social trust and sense of mutual obligations could be detected in social networks\(^56\). Social capital could, in fact, be understood as the value that an
individual may derive from belonging to a community. Moreover, some authors regard “Ubuntu”, the central concept of social and political organization in African philosophy, as a way to understand users’ behaviors in social networks⁵⁷. This concept consists of the principles of sharing and caring for one another⁵⁸. To be a human is “to affirm one’s humanity by recognizing the humanity of others and, on that basis, establish humane respectful relations with them”⁵⁹ and “to be” is “to belong”⁶⁰. Ubuntu worldview is a community-based mindset, opposed to Western libertarianism and individualism, and close to communitarianism⁶¹. It is based on values of intense humanness, caring, and associated values to ensure a happy and qualitative community life in a spirit of family. This means that privacy might be considered as less important from this perspective⁶². Hence, as some authors have observed, an image that is shared in social networks and which shows, for instance, one person close to another could, not raise issues of privacy but, prove such relationships, through which one can feel healthy and achieve self-fulfillment⁶³.

Furthermore, altruism, as the acts of caring about the well-being of other individuals without any expectations and regardless of any direct benefit to oneself⁶⁴, could be found in peoples’ behavior, while interacting in social networks. For example, individuals may send (e.g. birthday) virtual gifts to their digital friends or might spend some time to write a decent post on a friend’s “wall” –for others to see it and– to “honor” this person. The above actions are, of course, undertaken without the expectation of something in return; the very deed is itself the “reward”, the intrinsic enjoyable act that comes from helping others⁶⁵.

Finally, reciprocity⁶⁶ could also be regarded as an important element of peoples’ interaction in social networks. Namely, a “friend request” could be treated as a transaction, a request to trade personal data with the expectation that the “offer” will be accepted. A “status update” could be treated as an attempt, undertaken by an individual, who aims to catch attention. Thus, reputation could motivate people to participate in social networks⁶⁷. One could also argue that competition⁶⁸, the

---


⁶¹ Rafael Capurro, id.


⁶³ Bottis Maria, Social Networks and Personality II, id, at p. 199.


⁶⁶ Intention to reciprocate could be regarded as the intention of beneficiary to return help to the benefactors or those who are in the benefactors’ group. See Yuanyue Feng, Hua Ye, Why do you return the favor in online knowledge communities? A study of the motivations of reciprocity, Computers in Human Behavior, Volume 63, October 2016, pp. 342-349, available at https://www.sciencedirect.com/science/article/pii/S0747756316303314?via%3Dihub, mentioning that “[…] reciprocity may also derive from a desire to repay the favor or knowledge received from the community […] Such a desire to repay tends to exist in those who frequently obtained necessary information from the communities and learned skills for their tasks […]”.

⁶⁷ See also Judith S. Donath, Identity and Deception in the Virtual Community, in Peter Kollock, Marc Smith, Communities in Cyberspace, 1999, Routledge, at p.29, mentioning that “[…] Identity also plays a key role in motivating people to actively participate in newsgroup discussions […]”.

---
desire to win in interpersonal situations, could be detected in the above interactions, since people might see it as a pleasure act to e.g. acquire as many friends and followers as possible or to win in games and applications.

Although people may state that they value their privacy, they rarely refuse to share their personal data. Indeed, the above hedonic uses and theories assert that individuals use social network systems to fulfill their need for entertainment or relationships and identity construction. To some, this overrides their privacy concern.

So, could there be another way to conceptualize privacy?

4. Negative Conceptualization of Privacy: A Need for Trust and Loyalty

One could argue that trust, as the willingness to accept vulnerability to the actions of others, is an essential element of any activity, in which people are involved, such as friendship, commerce, and so forth. Trust can be detected everywhere, since people trust their lawyers or doctors, or that the train will arrive safely to the correct destination. Without trust, politics, commerce and many other fields of everyday life would probably fail. So, could rules be provided to safeguard trust, with regard to privacy policies?

Today, privacy is conceptualized in negative terms. For example, legislators focus on potential harm or data breach, and attention is drawn to the capacity of a person to opt-out. One could argue that privacy is regarded as a “tax on profits”, albeit, if trust were incorporated in privacy rules and policies, the latter could encourage information relationships.

As noted above, personal data is collected and processed in ways an individual may not understand or know. This creates confusion and further clouds the image. Thus, it is a problem not only for consumers, but also for governments and firms; when there is no trust, people share less information; when less information is shared, it is hard to achieve economically and socially useful purposes.

Under the current regime, rules, which govern personal data, protect –amongst others– interests in informational self-determination. As authors consistently claim, the right to the protection of personal data refers to control over –the processing of– personal data. Thereafter, the key tool for successfully and effectively exercising control is the subject’s consent to the above processing.

68 “Competition” means a struggle or contention for superiority and in the commercial world this means a striving for the custom and business of people in the market place: competition has been described as a process of rivalry between firms seeking to win customers’ business over time. See Richard Whish, David Bailey, Competition Law, 8th Edition, Oxford University Press, 2015, at p. 4; UK Merger Assessment Guidelines (at para 4.1.2).


70 For several definitions of “trust”, see also Ethan J. Leib, Friends as Fiduciaries, 86 Wash. U. L. Rev. (2008-2009), pp. 665-732, at p. 693 (mentioning, amongst others, that “[…] Trust is accepted vulnerability to another’s power to harm one, a power inseparable from the power to look after some aspect of one’s good […].”) Available at https://ir.lawnet.fordham.edu/cgi/viewcontent.cgi?article=1089&context=faculty_scholarship.

71 Indeed, data processing is essential for crucial purposes, such as health care, education, commerce, crime detection or terrorism prevention. See Corien Prins, Property and Privacy: European Perspectives and the Commodification of our Identity, in L. Guibault and P.B. Hugenholz (eds), The Future of the Public Domain, Identifying the Commons in Information Law, 2006, Kluwer Law International, pp. 226-230. See also Bartha Maria Knoppers, Adrian Mark Thorogood, Ethics and Big Data in health, Big data acquisition and analysis, Current Opinion in Systems Biology, 2017, Vol. 4, pp. 53-57, at p. 53, who argue that the right to science could be activated to achieve free movement of data that would, in turn, benefit human kind.


73 See, amongst others, Manon Oostveen & Kristina Irion, The Golden Age of Personal Data: How to Regulate an Enabling Fundamental Right? University of Amsterdam, Institute for Information Law, Paper No. 2016-06.

74 “[…] If it is correctly used, consent is a tool giving the data subject control over the processing of his data. If incorrectly used, the data subject’s control becomes illusory and consent constitutes an inappropriate basis for processing […]” (Article 29 Data Protection Working Party, Opinion 15/2011 on the definition of consent, adopted on 13 July 2011, 01197/11/EN/WP187). See also Omer Tene & Jules Polonetsky, Big Data for All, id, pp. 260-263; Daniel J. Solove, Introduction: Privacy Self-Management and the Consent Dilemma, Harvard Law Review, Vol. 126:1880,
This concept of control and consent focuses on the harm that has to be avoided or the consent that has to be obtained. In this context, some regard social networks’ advertising practices as something creepy\textsuperscript{75}, or speak of “surveillance” that aims to subject individuals to criminal punishment or deny access to health, work and other essential fields\textsuperscript{76}. In other words, attention is mainly devoted to harm, rather than opportunities, and, hence, privacy is treated as a negative element that has to be balanced against innovation, efficiency or security.

However, control and privacy self-management is in practice impossible and innumeros jokes on terms of use\textsuperscript{77} can prove this. Furthermore, the “choice” to disclose personal data is an illusion; one has no choice to opt-out of profiling by firms, of whose existence she is unaware.

On the other hand, opting-out of the alleged “firms’ and governments’—surveillance\textsuperscript{78} would mean opting-out of society\textsuperscript{79}. So, what if trust were enabled, with regard to privacy laws, to allow people to safely share their personal data for the benefit of both individuals and firms?

Trust is the key element of healthy relationships and societies\textsuperscript{80}. It has been defined as a willingness to rely on another, and, in particular, as “a psychological state comprising the intention to accept vulnerability based upon positive expectations of the intentions or behavior of another”\textsuperscript{81}. To put it simply, trust is a state that enables an individual to be willing to make herself vulnerable to another party, to rely on another, despite potential risks—that the latter will act in a way that can harm the former\textsuperscript{82}.


\textsuperscript{76} See Joseph Turow & Lee McGuigan, Retailing and Social Discrimination: The New Normal?, id; Anupam Chandler, The Racist Algorithm? id; State v. Loomis, 881 N.W.2d 749 (Wis. 2016), id.

\textsuperscript{77} See, amongst others, Simon Chesterman, Privacy and Our Digital Selves, September 7, 2017, The Straits Times, September 2, 2017, available at SSRN: https://ssrn.com/abstract=3033449 (at p. 3, mentioning that “[…] The British retailer GameStation gave us memorable proof of this one April Fool’s Day, when more than 7,000 people clicked ‘I accept’ to terms and conditions that included the surrender of their immortal souls to the company. (The company later rescinded all claims, temporal and spiritual) […]’”). See also Alexis Madrigal, Reading the Privacy Policies You Encounter in a Year Would Take 76 Work Days, The Atlantic (Mar. 1, 2012), available at https://www.theatlantic.com/technology/archive/2012/03/reading-the-privacy-policies-you-encounter-in-a-year-would-take-76-work-days/253851/.


\textsuperscript{80} See, amongst others, Francis Fukuyama, Trust: The Social Virtues and The Creation of Prosperity, Free Press Paperbacks, 1996, USA.

\textsuperscript{81} In commercial relationships, trust begins with the promise that leads to a contract. A contract is, in turn, the most important tool and a mechanism to encourage trust. See, amongst others, Eli Bukspan, Trust and the Triangle Expectation Model in Twenty-First Century Contract Law, 11 DePaul Bus. & Com. L.J., 2013 pp. 379-415, at pp. 382-383. Available at: http://via.library.depaul.edu/bclj/vol11/iss3/4. In fields of personal relationships, the quality of a friendship depends on the extent of trust between people. See Irwin Altman, Reciprocity of Interpersonal Exchange,
In the context of privacy, trust would mean the willingness to become vulnerable to a person or entity by sharing personal data. In this case, the party (individual), who discloses her information, would be the “trustor”\(^{83}\), the act of disclosing data would be the “entrusting”, and the recipient of the data would be the “trustee”\(^{84}\). Indeed, in present-day societies, we are all “trustors”, since we entrust firms, when disclosing information to, for instance, a search engine or any other digital firm. Furthermore, one becomes vulnerable, when she faces the risk of misuse or unauthorized disclosure of her data. Namely, vulnerability may refer to the potential risk of an employee being fired, or the risk of selling data to third parties.

If the concept of trust were introduced in privacy regime and laws, it could further enable honesty and loyalty. This could be achieved through flexible fiduciary\(^{85}\) laws\(^{86}\), the main goal of which is to protect against exploitation of a vulnerability created by trusting another\(^{87}\). Hence, these rules impose duties of loyalty and care. In particular, a fiduciary is a person who has a relationship of trust with a party – the beneficiary – and who is authorized to hold something valuable (for instance, the beneficiary’s assets) and manage them on the beneficiary’s behalf\(^{88}\). So, fiduciary laws could, indeed, apply in a flexible way\(^{89}\) to protect individuals. Moreover, an affirmative obligation of honesty could be introduced, since fiduciaries have duties of disclosure, care and loyalty, while they are also obliged to keep the beneficiary informed\(^{90}\).

This way, individuals (as beneficiaries) would very likely, not only know what information would be disclosed but also, understand both information and processing techniques. Furthermore, firms (as fiduciaries) could very well be obliged to

---

83 Fiduciary laws use, amongst others, the term “beneficiary”. Other terms, such as “principal” (agency) or “entrustor”, may also be used to refer to this party. See Tamar Frankel, Fiduciary Law, California Law Review, Volume 71, Issue 3, Article 1, May 1983, pp. 795-836, at p. 800, available at https://scholarship.law.berkeley.edu/cgi/viewcontent.cgi?article=2137&context=californialawreview.


85 The term “fiduciary” comes from the Latin verb “fidere” that means to “trust”. Fiduciary duty is a legal term that refers to the type of duty that a person or organization, who manages someone else’s wealth or property, has in certain circumstances in relation to the owner or beneficiary of that wealth or property. So, fiduciary duties are legal obligations that exist in certain situations between one party (the beneficiary) that owns or has the rights to assets that another party (the fiduciary or trustee) manages. See The European Commission, Resource Efficiency and Fiduciary Duties of Investors, Final Report, ENV:F.1/ETU/2014/0002, DG Environment, at p. 22. Available at http://ec.europa.eu/environment/enveco/resource_efficiency/pdf/FiduciaryDuties.pdf.

86 One of the most important fiduciary duties is the duty of loyalty, meaning that fiduciaries should act in good faith in the interests of their beneficiaries and impartially balance the conflicting interests of different beneficiaries. They should avoid conflicts of interest and should not act for the benefit of themselves or a third party. Another important duty is the duty to act prudently, which means that fiduciaries should act with due care, skill and diligence. See The European Commission, Resource Efficiency and Fiduciary Duties of Investors, id, at p. 7. The concept of fiduciary duty is present in the legislation of every EU Member State. See The European Commission, Resource Efficiency and Fiduciary Duties of Investors, id, at p. 8; UNEP FI, 2005, A Legal Framework for the Integration of Environmental, Social and Governance Issues into Institutional Investment. UNEP Finance Initiative and Freshfields Bruckhaus Deringer.

87 Ethan J. Leib, Friends as Fiduciaries, id, at p. 732, arguing that fiduciary laws are set up specifically to give effect to and frame this specific relationship of trust and vulnerability.


89 The understanding and implementation of fiduciary duties are dynamic and constantly evolving in response to changes in society, economy and knowledge. See The European Commission, Resource Efficiency and Fiduciary Duties of Investors, id, at p. 22. See also Ethan J. Leib, Friends as Fiduciaries, id, at pp. 707, 732 (supporting flexibility of fiduciary laws).

consult with individuals (their beneficiaries) and give them the opportunity to express their “best interests” (or even opinions) in accordance with which data would be shared. Maybe such rules could oblige firms to implement internal policies and other safeguards, such as employee training. Contracts to forbid e.g. re-identification of anonymized data might also be introduced. If this were the case, trust would be enhanced and, thus, more information would be safely disclosed for the benefit of both firms and humans.

Fiduciary laws are, indeed, flexible and could, thus, apply to processing of personal data. One more reason to be very optimistic, with regard to the above potential to enhance trust, is the novelty introduced by the GDPR: the right to data portability.

5. The Right to Data Portability: a Novelty and a Potential to Enhance Trust

One of the most important rights that the GDPR introduces is the right to data portability. Under Article 20 of the GDPR, the data subject shall have the right to receive the personal data concerning him or her, which he or she has provided to a controller, in a structured, commonly used and machine-readable format and have the right to transmit those data to another controller without hindrance from the controller to which the personal data have been provided, where the processing is based on consent or on a contract, and where the processing is carried out by automated means. While data subjects exercise their right to data portability they should have the right to have the personal data transmitted directly.

---


94 Data “provided by” an individual includes personal data that relates to a person’s activity or that comes as a result from observation. See Article 29 Data Protection Working Party, Guidelines on the right to data portability, Adopted on 13 December 2016 (as last Revised and adopted on 5 April 2017), at pp. 9-10.

95 Under Recital (21) of the Directive 2013/37/EU of the European Parliament and of the Council of 26 June 2013 amending Directive 2003/98/EC on the re-use of public sector information “[…] A document should be considered to be in a machine readable format if it is in a file format that is structured in such a way that software applications can easily identify, recognise and extract specific data from it […]”.

96 Such “hindrance” can be characterized “as any legal, technical or financial obstacles placed by data controller in order to refrain or slow down access, transmission or reuse by the data subject or by another data controller”. See Article 29 Data Protection Working Party, Guidelines on the right to data portability, id, at p. 15 (where it is mentioned that such hindrance could be fees asked for delivering data, lack of interoperability or access to a data format or API or the provided format, excessive delay or complexity to retrieve the full dataset, deliberate obfuscation of the dataset, or specific and undue or excessive sectorial standardization or accreditation demands).

97 See Article 20(1) of the GDPR. See also Recital (68) of the GDPR.
from one controller to another, where technically feasible\textsuperscript{98}.

The right to data portability\textsuperscript{99} can be regarded as an economic right, which aims to let individuals “share wealth” created by new technologies\textsuperscript{100} and benefit from digital services. One of its purposes is to create a competitive market environment that will enable consumers to switch providers\textsuperscript{101}. The above right, however, aims, not only to enforce competition and consumer protection but also, to promote interconnection of services and interoperability\textsuperscript{102}. Hence, user-centric platforms could be introduced and developed for the benefit of individuals’ interests\textsuperscript{103}. So, the right to data portability is not just an economic right, but it also aims to enhance individuals’ rights\textsuperscript{104} and promote transparency and minimization of unfair and discriminatory practices\textsuperscript{105}.

\textsuperscript{98} See Article 20(2) of the GDPR. Under Article 20(3-4) of the GDPR “[…] The exercise of the right referred to in paragraph 1 of this Article shall be without prejudice to Article 17. That right shall not apply to processing necessary for the performance of a task carried out in the public interest or in the exercise of official authority vested in the controller. […] The right referred to in paragraph 1 shall not adversely affect the rights and freedoms of others […]”.

See also Recital (68) of the GDPR (“[…] The data subject’s right to transmit or receive personal data concerning him or her should not create an obligation for the controllers to adopt or maintain processing systems which are technically compatible. Where, in a certain set of personal data, more than one data subject is concerned, the right to receive the personal data should be without prejudice to the rights and freedoms of other data subjects in accordance with this Regulation. Furthermore, that right should not prejudice the right of the data subject to obtain the erasure of personal data and the limitations of that right as set out in this Regulation and should, in particular, not imply the erasure of personal data concerning the data subject which have been provided by him or her for the performance of a contract to the extent that and for as long as the personal data are necessary for the performance of that contract. Where technically feasible, the data subject should have the right to have the personal data transmitted directly from one controller to another […]”).

\textsuperscript{99} For a discussion with regard to origins of the right to data portability (i.e. the users’ need to transfer data that they had been building up, such as e-mail, friends’ lists or address books from one service to another), see Barbara Van der Auwermeulen, How to attribute the right to data portability in Europe: A comparative analysis of legislations, Computer Law & Security Review 33 (2017), pp. 57–72, at p. 58, available at https://www.sciencedirect.com/science/article/pii/S0267364916302175.

\textsuperscript{100} See Article 29 Data Protection Working Party, Opinion 06/2014 on the notion of legitimate interests of the data controller, under Article 7 of Directive 95/46/EC, Adopted on 9 April 2014, at p. 47.

See Article 29 Data Protection Working Party, Opinion 06/2014 on the notion of legitimate interests of the data controller, under Article 7 of Directive 95/46/EC, id, at p. 48, which further mentions that “[…] it can also contribute to the development of additional value-added services by third parties who may be able to access the customers’ data at the request and based on the consent of the customers. In this perspective, data portability is therefore not only good for data protection, but also for competition and consumer protection […]”.

\textsuperscript{102} Interconnection and interoperability among different products require agreed-upon interfaces and specifications, which are called “standards”. Some standards may emerge from market usage (like those applicable to screw drivers). Others are “proprietary standards” and are established by a small group of firms that develop the standards and, then, try to enlist commercial support for them. Finally, some standards (such as that of Wi-Fi) evolve from the work of Standard Setting Organizations (SSOs), like the Institute of Electrical and Electronics Engineers (IEEE). See D. Melamed, R. Picker, P. Weiser, D. Wood, Antitrust Law and Trade Regulation, Cases and Materials, 7th Edition, 2018, Foundation Press, at p. 927. See also Article 29 Data Protection Working Party, Guidelines on the right to data portability, id, at p. 3, mentioning that “[…] the right to data portability is also an important tool that will support the free flow of personal data in the EU and foster competition between controllers. It will facilitate switching between different service providers, and will therefore foster the development of new services in the context of the digital single market strategy […]”.

\textsuperscript{103} See Article 29 Data Protection Working Party, Guidelines on the right to data portability, id, at p. 3.

\textsuperscript{104} See Recital (68) of the GDPR (“[…] To further strengthen the control over his or her own data, where the processing of personal data is carried out by automated means, the data subject should also be allowed to receive personal data concerning him or her which he or she has provided to a controller in a structured, commonly used, machine-readable and interoperable format, and to transmit it to another controller […]”).

\textsuperscript{105} See Article 29 Data Protection Working Party, Opinion 03/2013 on purpose limitation, Adopted on 2 April 2013, at p. 47.
This new right is a unique opportunity, with regard to competition law and business practices, while at the same time—and most importantly—it will very likely help increase trust and transparency, promote innovation, and turn passive data subjects into active re-users, who will, indeed, share wealth that new technologies create.

For instance, thanks to this novelty, users could provide their data, without the need to manually add it to each new service or platform. While individuals would add or change their information, this would be updated on other services, without the need to visit other platforms to re-enter it. Firms would receive such data and there would be no need to "fill forms", a factor that could drive people away. At the same time, individuals would share experiences, and their data could be automatically updated on a provider’s service, if the data subject permitted it. Thus, relationship between users and providers would not only remain up-to-date but also encourage continuous usage. Thereafter, mutual benefit could be achieved.

6. Discussion

In other fields of law, authors have proposed the introduction of trust to overcome weaknesses with regard to missing, inadequate, or inaccurate information. For instance, concerning biobanks, information provided to donors, relating to secondary uses of samples, is inadequate. Trust could, thus, be introduced to develop a new model of consent, where healthcare providers, researchers, patients, and participants could consult. Such consultation could reshape classic models of "informed consent" and values could be communicated between healthcare providers and researchers, while patients’ choices would very likely be activated. A more realistic and applicable model could, hence, be developed for cases, in which access to information is denied or information is inadequate—and providing an "informed consent" is impossible.

This model would reconstruct relationships between patients, participants, healthcare providers, and researchers, and values of trust and reciprocity could be introduced. In this context, decision making process would probably focus on patients and their needs. For the above reasons, some authors regard the "model of trust" as a more appropriate way to

---


108 See E. Bizannes, Why Every Site Should Have Data Portability Policy, Techcrunch, June 23, 2010, available at https://techcrunch.com/2010/06/23/data-portability-policy/, mentioning that sites and their users have a relationship, and the relationship is stronger if the user can trust the website to protect their domain over their data.


110 See Article 29 Data Protection Working Party, Guidelines on the right to data portability, id, at p. 5.


approach consent—and overcome weaknesses relating to inadequate or inaccurate information.

Similar proposals have been submitted to effectively and successfully exercise the “American—‘right to try’”; a right that allows terminally ill patients to request access to early stage experimental medical products, such as drugs or experimental treatments, directly from the producer, removing the approval of the Food and Drug Administration. Justifications for the above right (to try) laws are based on the ethical principles of autonomy, beneficence and justice.

These proposals could very well constitute a prescription for the implementation of flexible solutions and the activation of mechanisms in other fields, where consent of the individual plays an important role in examining whether specific procedures are lawful. In particular, after having studied personal data processing practices that firms conduct, several risks and dangers were detected. Moreover, users’ behaviors in social networks revealed that, while individuals may believe that they value their privacy, albeit, they often disclose a huge volume of personal data on a daily basis. Current negative conceptualization of privacy calls for a positive approach by introducing the concept of trust to safeguard individuals’ rights and interests. This could be achieved by applying flexible fiduciary laws, in conjunction with the promising new right to data portability.

Indeed, re-shaping current European privacy model could be a welcome proposal; it is not only a model that has been regarded as “the triumph of individualism,” where consent may abrogate the unjust nature of data processing (a processing, which is by definition unlawful), but it is also a model that permits consent to be given by “a single-mouse-click” on terms of use, i.e. by ticking a box in a website. If trust were introduced, such contradictions would probably be avoided.

In present-day societies, the protection of privacy may not relate that much—or may not relate just—to the “right to be let alone”, which Warren and Brandeis defined many years ago. Maybe, it relates more—or relates especially—to trust and loyalty that shall govern relationships between firms and individuals.

Perhaps, trust should be implemented in the European model of privacy, where “consent” is any “freely given, specific, informed and unambiguous indication of the data subject’s wishes by which he or she, by a statement or by a clear affirmative action, signifies agreement to the processing of personal data relating to him or her,” to add values of loyalty and reciprocity in relationships between data subjects and processors. Decision making process could, then, focus on individuals and their needs for transparent processing of personal data for the benefit of the data subjects. This way, individuals would very likely share wealth created by Big Data, while at the same time opaque procedures of data processing would come to an end.


115 D. Carrieri, F.A. Peccatori, G. Boniolo, The ethical plausibility of the ‘Right To Try’ laws, id, at p. 64.


117 See also Jennifer Kulynych & Henry T. Greely, Clinical Genomics, Big Data, and Electronic Medical Records: Reconciling Patient Rights with Research when Privacy and Science Collide, id, at p. 113 (mentioning that patients would be surprised to know that they do not own the medical records that their providers maintain; whether paper or electronic, these records are generally viewed as a business asset owned by the patient’s provider). Kulynych and Greely point out that the more scientists learn about genetic profiling, the more this profiling re-identification risk will escalate (Jennifer Kulynych & Henry T. Greely, id, at p. 106). Referring to the need for informed consent and after having observed that medical identity theft is one of the fastest growing and most expensive consequences of healthcare data breach, the above authors argue that technology makes it possible to render every patient an involuntary subject of genomic research (Jennifer Kulynych & Henry T. Greely, id, at pp. 108, 110).

118 Maria Bottis, The protection of private life and the European legislation with regard to personal data: Thoughts on the protection of private life in the USA, in Stathopoulos M., Honorary Volume, Sakkoulas Publications, Greece, pp. 809-823, at p. 811.

119 See recital (32) of the GDPR.

120 S. Warren & L. Brandeis, The Right to Privacy. id.

121 See Article 4(11) of the GDPR.

122 With regard to healthcare, some authors treat medical algorithms as a kind of “Black-Box medicine” and argue that
Besides, as personal data subjects, as “owners” of the “fuel” of information economy and societies\textsuperscript{123}, we are nothing but “patients” in an environment, where access to information has a vital role to play, and where the full enjoyment of wealth resulting from personal data processing – treated, insofar as it is able, as the enjoyment of the results emerging from experimental medical treatments – may constitute a fundamental right derived from the ethical principles of autonomy, beneficence and justice.

So, in response to challenges posed by new technologies, has the time come to implement trust into the European concept of privacy?
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