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Abstract

Employee theft costs organizations billions of dollars annually. Despite the severity of employee theft, previous research has not focused on the specific demographics of employees who commit this crime. The number of college students in the workforce has increased over the years; thus, the purpose of this study was to investigate the serious problem of employee theft, particularly in relation to the college student population. A survey was used to collect data from college students to indicate employee theft activities among them. Employee theft activities were categorized as follows: time theft, property theft, embezzlement, pilferage, and data and trade secret theft. Survey responses from 92 students indicated that the majority committed time theft, followed by property theft, pilferage, data and trade secret theft, and embezzlement, respectively. This study adds valuable information for businesses and practitioners to understand the severity of employee theft among the increasing number of college students in the workforce.
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1. Introduction

Employee thefts are crimes committed by employees for the purpose of personal gain. The issue of employee theft is considered an important one that deserves serious attention from organizations. According to Omar et al. (2011) and Weber, Kurke, and Pentico (2003), employee theft affects approximately 95% of all businesses and costs them billions of dollars each year. While much research suggests that the magnitude of employee theft in organizations is on the rise, the author believes additional research focusing on specific demographics of employee theft should be conducted. The author’s proposal is supported by Peterson and Zikmund (2004), who indicated that research on employee theft and other unethical behaviors has failed to investigate the unique demographics of employees in the workplace.

The number of college students in the workforce has increased steadily in the past four decades (Riggert et al., 2006), both in terms of the number of students employed and the number of hours they work (Bozick, 2007; Oliver, 2009). Student workers are a significant proportion of the labor market. It is not surprising that the number of students who are employed and the number of hours they work have increased over the years. More Americans understand the value of education and view higher learning as an American ideal (Riggert et al., 2006). While striving for this opportunity, however, most students also must work to fund their education, for which expenses are high and continually rising (Kulm & Cramer, 2006; Riggert et al., 2006). Approximately 80% of all college students are employed, with more than 50% employed for an average of 29 hours per week during the school year (DeSimone, 2008; Riggert et al., 2006). With both college student employment and employee theft increasing, research on employee theft has been challenged based on the different forms, degrees, and causes of theft (Niehoff & Paul, 2000). Therefore, research that focuses specifically on employee theft within this demographic and on different types of employee theft (time theft, theft of property, embezzlement, pilferage, and data and trade secret theft) will benefit businesses and practitioners by providing important insights into the gravity of employee theft among college students.

2. Objectives

Despite the magnitude of employee theft and the increasing number of college students in the workforce, studies on employee theft among these students are limited. With an increase in college student employment, previous research has indicated that college student employees’ propensity to engage in theft is also increasing (Graves, 2008). The purpose of this study, therefore, was to investigate the severity of employee theft among the college student population and to determine the various types of employee theft among these students. The types of
employee theft covered by this study are time theft, property theft, embezzlement, pilferage, and data and trade secret theft. Each form of theft was measured based on the rate of the following behaviors: misusing time during work hours (time theft), misusing an employer’s property (property theft), dishonestly appropriating or hiding funds/money (embezzlement), obtaining small items for personal use (pilferage), and taking/changing confidential information without authorization (data and trade secret theft). Identifying the seriousness of employee theft among college students will help organizational leaders and practitioners manage the risks proactively and efficiently.

3. Literature Review

The purpose of this study was to investigate the severity of employee theft among college students. To achieve this research objective, a literature review is crucial. The first section in the literature review focuses on the significance and urgency of employee theft. The last section of this literature review features information on how businesses react to employee theft.

3.1 Significance of Employee Theft

Employee thefts are crimes committed in various types of organizations. Research indicated that both private and public organizations have experienced being victims of this behavior (Kelly & Hartley, 2010). Business organizations continue to face the issue of employee theft, and combating this issue is a challenge. Previous data revealed that the rate of employee theft has been rising steadily, and the problem has grown in severity (Alstete, 2006; Daigle, Morris, & Hayes, 2009). Research has also indicated that, of all the new businesses that fail within the first year, as many as 50% fail as a result of employee theft (Krippel et al., 2008).

Employee theft is a threat that organizations cannot ignore and must attempt to minimize. The top-three threats for American businesses are (a) employee theft, (b) workplace violence, and (c) fraud and white-collar crime, with two of the three threats related to embezzlement (Johnson & Indvik, 2002). Employee theft is recognized as a problem among many types of organizations and industries. Further, many businesses such as retailers, bankers, manufacturers, builders, grocers, small businesses, restaurateurs, hospitals, pharmacies, nursing homes, service providers, law firms, and government agencies experience employee theft; it is even recognized as a problem by librarians (Sauser, 2007). Among employee theft cases, privately owned businesses comprise the largest group of all organizational victims, with the median loss in the private business sector higher than government and nonprofit agencies (Holtfreter, 2004). Economically, the cost of employee theft to businesses can be more than the value of what was taken. The extra costs as a result of employee theft also include recruiting, interviewing, screening, and the cost of rehiring (Appelbaum, Cottin, Paré, & Shapiro, 2006).

Everyone in the organization can be a potential thief, and most employees have admitted to having taken something from work. Indeed, one survey discovered that 75% of employees admitted taking property from their employers at least once (Appelbaum et al., 2006; Everton, Jolton, & Mastrangelo, 2007; Moorthy et al., 2010). Another survey indicated that 86% of employees engaged in personal email at work, and 30% to 40% of employees claimed they had used the Internet at work for personal purposes (Latto, 2007). It is estimated that American businesses lose approximately $85 billion a year as a result of Internet misuse in the workplace (Latto, 2007). Employee theft and abuse are not only limited to lower-level employees within organizations. In an interview with 200 chief executive officers (CEOs), Zeune (2000) found that all the CEOs admitted they have executives who steal, and 67% of the executives said that fraud in the workplace was worsening. Surprisingly, a large number of employees believe that taking goods from their companies for personal use is not considered theft (Appelbaum et al., 2006). Despite the fact that a large percentage of employees commit unethical behavior regardless of their position in their organizations, researchers have called for more research to precisely identify patterns among specific employee demographics (Van Fleet & Van Fleet, 2006).

Research on the impact of employee theft has been conducted in various businesses and industries. In a study within a retail industry, the literature shows that the employee theft situation is intensifying and is a major cause of retail loss (Alstete, 2006; Bamfield, 2006). Despite the perception of shoplifting being high among retailers compared with employee theft, the cost of shoplifting is not as high as the cost of employee theft. It has been estimated that, for every $1 stolen by shoplifters, $11 are estimated to be stolen by employees (Krippel et al., 2008). Thus, the retail industry lost approximately $41.6 billion in 2006 or 1.61% of sales to employee theft, which was nearly unchanged from 1.60% in 2005 (Grannis, 2007). In 1974, a survey of 100 retail employees revealed that about half had taken items from their employers (Sauser, 2007). Another research study conducted by the Food Marketing Institute in 1987 found that, among all thefts in supermarkets, 52.9% were attributed to employees (Sauser, 2007). The term “shrinkage” is commonly used in the retail sector to identify the loss of merchandise as a result of employee and customer theft (Alstete, 2006). Among shrinkage cases in the retail
sector in the United States, employee theft is the largest cause at 47% or $15.8 billion, whereas customer theft is estimated to contribute to 32% of shrinkage (Alstete, 2006). This concludes that employee theft is a major contributor to inventory loss in the retail industry.

Another research group examined the impact of employee theft in the hospitality industry. The results showed that restaurant industry losses account for approximately 7% to 10% of gross sales annually, and 35% of restaurant failures were due to employee theft (Krippel et al., 2008). In addition, 50% of businesses in the hospitality industry reported employee theft incidents, with the cost of thefts more than doubling from 2000 to 2005 (Krippel et al., 2008). In the insurance industry, it is estimated that one-third of businesses fail as a result of employee theft (Mohsin, 2006). Notably, many employers appear to underestimate the level of employee theft in their organizations. Many businesses perceive employee theft as unpreventable and view it as part of doing business (Appelbaum et al., 2006; Bailey, 2006). The methods used to commit theft take various forms and techniques. The methods perpetrators normally use include stealing merchandise and cash, retaining a receipt to show that stolen items were actually purchased, overcharging and undercharging, voiding sales or not recording sales after the customers pay cash for the items, coupon stuffing, and issuing credit for nonexistent returned items (Mishra & Prasad, 2006). The U.S. Chamber of Commerce data indicated that up to 75% of employees admitted to stealing at least once, and most of them said they would continue to do so repeatedly (Aker, 2009; Appelbaum et al., 2006). Although many organizations experience employee theft, a high percentage of theft cases is never discovered. Unfortunately, previous research estimated that 75% of employee theft is never detected, which suggests that, although business owners do not see or have information on this behavior, it may still be occurring (Jackson, Holland, Albrecht, & Woolstenhulme, 2010).

Employee theft is often thought to be associated with low-value physical items; however, thefts can encompass much larger items such as computers, office equipment, or high-value test equipment (Moorthy et al., 2010). Misappropriating assets or asset theft typically involves employees who find a way to divert some of their employer’s cash flow into their own pockets (Buckhoff, Higgins, & Sinclair, 2010). Of all fraud cases, 85.5% to 89% are related to misappropriating assets, including stealing cash and other inventory (Daigle et al., 2007; Krippel et al., 2008). Peltier-Rivest (2009) estimated that asset misappropriation may contribute to as high as 90% of all fraud cases and are the most frequent fraud schemes. Although other available assets are available in businesses, employees tend to steal items that are useful such as clothing, groceries, electronics, and jewelry (Wells, 2003). Lord (2010) investigated median losses from fraud and found that, although the median losses of asset misappropriation were not as high as financial statement fraud, asset misappropriations occurred most frequently. The same study also showed that the median loss from asset misappropriation schemes was $150,000 compared with $2 million for financial statement fraud. Lord concluded that, despite this difference, the median loss of $150,000 from misappropriating assets is considered a large amount of money for small businesses.

Research on occupational fraud and theft in different organizational settings conducted by Peltier–Rivest (2009) showed that organizations that employed fewer than 100 employees experienced a higher percentage of losses in terms of sales size. In the same study, analysis also indicated that, whether measuring the size of the organization by the number of employees or by annual gross sales, fraud losses would likely be higher in smaller organizations. However, this research result appeared to be contradicted by other research. McClurg and Butler’s (2006) study stated that, as organization size increases, employee theft can increase due to a decrease in the degree of supervision. This explanation is related to the issue of proximal situations, which posits that employees tend to steal more often in impersonal situations or when the victim is less known by the perpetrator. The length of time for businesses to notice that fraud and theft occurs is varied; in some cases, it may be too late. The average length of time fraud and theft occurs before discovery is about 18 to 24 months (Lord, 2010; Nilsen, 2010). With this amount of time, businesses’ ability to recognize the warning signs will help them to prevent and eliminate further losses. The most frequently noticed signals were inventory losses; changes in employees’ lifestyles, spending habits, or behavior; and reductions in employee morale and attendance (Fletcher & Miles, 1997). Although it is important for businesses to look for red flags, businesses need to understand that such signals are merely indicators and do not indicate that fraud or theft are occurring (Peterson & Zikmund, 2004). After theft and unethical behaviors are discovered, businesses need to look beyond the monetary losses and consider possible damage done to the entity’s books, which requires money and time from other employees to correct finances (Tootle, 2008). In the worst cases, businesses may never recover at all (Tootle, 2008).

3.2 Business Response to Employee Theft

Despite businesses being aware of the severity and significance of employee theft, an attempt to minimize this behavior, however, is challenging due to the businesses’ own attitude. Many business owners consider employee theft unpreventable and believe it is part of the cost of doing business, yet research has revealed this is the wrong
attitude for businesses (Appelbaum et al., 2006). Some business owners perceive internal and external theft differently; they perceive internal theft as a loss, not a crime (Appelbaum et al., 2006). Consequently, few employees get caught stealing, most cases of employee theft go unobserved, and businesses rarely publicize it when employees are caught (Mohsin, 2006).

Discussing the actual theft rate in the organizations may not be realistic and can be difficult due to the nature of the data. There are several reasons that explain the challenge investigators have to consider when gathering employee theft data. Because not all employee theft incidents are detected and not all are reported, statistics related to fraud and theft are only estimates (Peterson & Zikmund, 2004). In addition, reports and data related to the employee theft rate are gathered from employee and employer surveys, which may cause the theft rate to be inaccurate and underreported (Appelbaum et al., 2006; Bailey, 2006). For example, a study of restaurant workers from 2001 indicated that an average restaurant worker steals approximately $204 each year, an increase of $98 from three years earlier (Kidwell & Kochanowski, 2005). Experts believe, however, that the results in this study might be low because the National Service Security Council gathered this data from self-reports (Kidwell & Kochanowski, 2005). Oliphant and Oliphant (2001) indicated that several studies have attempted to identify an employee theft base rate; however, the results produced a wide range from 3% to 62%. These wide range rates were also obtained from sensitive self-report information; therefore, the results may remain inaccurate.

There are several additional reasons that cause employee theft to be underreported. One reason is that only detected theft can be reported, and most theft is detected by indirect means (not actually witnessing the act); therefore, businesses require a system of checks and balances where they can truly estimate the extent to which employee theft really affects them (Appelbaum et al., 2006). The concept of concealment by employees, in some cases, makes it more difficult for businesses to detect theft incidents. The extent to which employee theft affects a firm can be difficult to estimate because only a small proportion of employee theft is detected when it occurs (Bamfield, 2006). Unfortunately, the literature indicated that the majority of employee theft is not discovered. The data suggested that only very few employees are ever caught stealing, and it is estimated that as much as 80% of employee theft goes undetected (Oliphant & Oliphant, 2001). Additionally, there are more factors contributing to inventory loss that businesses need to consider. For example, calculating inventory loss in the retail industry can be difficult because such losses occur for various reasons such as shoplifting, employee theft, vendor fraud, and administrative error (Bailey, 2006; Chapman & Templar, 2006; Moorthy et al., 2010). Because the actual breakdown of loss from theft is impossible to obtain, known losses are normally much smaller than the unknown losses (Bamfield, 2006). As a result, the estimated contribution of employee theft rate is based on perceptions and businesses’ best-informed guesses (Bamfield, 2006).

A study on employee theft in UK retailing (Bamfield, 2006) revealed an interesting finding. The estimated total loss during 2002–2004 was £44.67 million, but apprehended offenders were only responsible for 4.4% of the estimated total. In addition, among the estimated losses, only 9.4% was considered known losses, leaving 90.6% as unknown. Bamfield concluded that, if 90.6% of the estimated losses were undiscovered, a large number of employees must be stealing. Based on this finding, unknown theft does not guarantee that theft does not exist, and this result indicates that businesses cannot ignore the severity of employee theft. Employee theft is also underreported because some employees lack the requisite organizational commitment to motivate them to report misconduct to their employers. As such, employees may be reluctant to report employee theft by their coworkers because they empathize more with their coworkers rather than the organization (Appelbaum et al., 2006). For example, in a study on employee theft in retail, respondents were classified into two groups: nontakers and takers (Bailey, 2006). Nontakers were those who did not steal from employers, and takers were those who engaged in stealing (Bailey, 2006). The results showed that, although nontakers were more likely than takers to report employee theft, some reluctance to report employee theft incidents remained (Bailey, 2006).

Most managers know that fraud and unethical behaviors occur in the workplace; however, 40% say they would not report it (Johnson & Indvik, 2002). This finding is another reason that contributes to underreporting of employee theft. Prior to conducting research about employee theft at a drug store, Oliphant and Oliphant (2001) had to persuade and convince the store manager that theft was occurring; however, the store manager believed that theft was a result of shoplifting. In conducting the study, although employee theft was clearly identified, the store manager still refused to report the incidents to upper management because the manager was concerned that the thefts would reflect his quality as a leader. Another reason theft remains unreported is that losses from employee theft can be difficult for a business to accept and handle. Businesses often attribute losses to external theft because of their attitude toward the issue, and they are often in denial of the level of theft by their own employees (Chapman & Templar, 2006). Theft of inventory is considered one of the most common types of employee fraud, and research has indicated that businesses suffer most fraud losses from employees rather than
from customers (Moorhy et al., 2010). Many organizations, however, still equate inventory loss with shoplifting, even though shoplifting is only one form of loss, which may contribute to only 20% of all stock losses compared with 60% that results from employee theft (Moorhy et al., 2010).

Many expressions are used to replace the term “employee theft,” e.g., shrinkage, spoilage, shortage, unaccounted loss, defalcation (Appelbaum et al., 2006). Managers often use these expressions because they are in denial and want to avoid the image of criminal activity (Appelbaum et al., 2006). In addition, because an employee is often considered “part of the family,” it can be difficult for business owners to accept that someone they know would steal from them (Peterson & Zikmund, 2004). As a result, shock and disbelief are common reactions when employees or colleagues are charged with fraud. A typical response from businesses is, “I never thought he/she would do something like that” (Peterson & Zikmund, 2004, p. 31). Business owners may have a difficult time responding to employee theft and dishonesty. In some cases, when they discover an employee engaging in this behavior, they often refuse to accept it and see it as an isolated incident. Many businesses, therefore, accept that shrinkage or loss of goods is normal, and they experience this normality for various reasons (Johnson & Indvik, 2002). With this attitude, employers expect employees to steal; thus, employees view this behavior as acceptable and justifiable, which creates an organizational atmosphere that condones the behavior (Oliphant & Oliphant, 2001). Employees can rationalize and exploit business owners’ attitudes; therefore, stealing becomes virtually risk-free (Appelbaum et al., 2006). Theft is also a learned response where employees develop informal rules or perceptions regarding what can be stolen based on the corporate culture (Gross-Schaefer et al., 2000). As a result, employees who want to act ethically will be pressured to conform to the less ethical environment and will be expected to join or become involved in unethical activities (Gross-Schaefer et al., 2000).

Dishonest employees are less likely to be minimally processed when caught committing theft, and these employees can simply find employment elsewhere (Fikes, 2009). Previous research revealed that businesses are often reluctant to report an employee theft incident to the appropriate authority. According to Taylor (2003), employee theft is one of the four least-reported crimes, along with credit card fraud, employee fraud, and customer theft. Taylor indicated that, among these four crimes, only one out of four credit card frauds, one of five employee frauds, and one of five customer thefts are reported. In sharp contrast, only one out of every 17 employee theft incidents is reported to the police. Another interesting research was also conducted on how U.S. businesses handle employee theft compared with other countries. An analysis of employee theft in retail stores in 16 European countries revealed that 53% of theft cases were reported to the police compared with only 5.9% reported in the United States (Appelbaum et al., 2006). This indicates that European businesses are less tolerant of this behavior than U.S. businesses (Appelbaum et al., 2006). Reporting employee thefts to the police can send a clear signal to other employees that such behavior is not tolerated; unfortunately, many organizations handle this issue informally (Mustaine & Tewksbury, 2002). Often there are reasons businesses decide to handle the issue within the organization. Sometimes they fail to act because of a real or perceived poor relationship with the police (Appelbaum et al., 2006). Business victims of employee theft were shown to have less faith in law enforcement and police and, as a result, fail to use law enforcement agencies to respond to employee theft (Appelbaum et al., 2006). This, in turn, undermines the effectiveness of law enforcement agencies and police (Appelbaum et al., 2006). Another reason for failing to take legal action is the fear of bad publicity (Geesey & Rocha, 2012; Mohsin, 2006).

Despite these findings, organizations must address the impact and consequences of unethical behavior. If employees witness deviant behaviors that go unpunished or that no consequences result for unethical behavior, the culture within the organization will change negatively (Everton et al., 2007). Experts have suggested businesses to take the hard-line approach when employee theft is discovered. Research indicated that, once an employee is caught stealing, a severe punishment or disciplinary action can deter other employees from doing the same (Appelbaum et al., 2006). Snyder et al. (1991) explained the importance of prosecution in order to reduce employee theft. To avoid the undercutting of all other prevention measures (e.g., internal controls, prescreening measures) in the organization, Snyder et al. suggested that managers must be willing to exercise this approach by prosecuting employees when theft is discovered. Failure to take such action sends mixed signals that can cause confusion and frustration among employees across the organization.

Krippel et al. (2008) conducted a study regarding how organizations respond when employee theft is detected. The most common response was to fire the employee; the second was to inform other employees about the punishment the employee received; whereas prosecution ranked third. The response used least was suing for or requiring restitution of the amount stolen. A report on UK retail crimes revealed that the police apprehended only 40% of the perpetrators of employee theft cases in retailers (Mishra & Prasad, 2006). The primary reasons for the low rate were as follows: prosecution takes too much time; the low rate of success in court; managers do not
want to prosecute elderly or juvenile culprits; the penalties were not felt to be a deterrent; lack of evidence; internal discipline was sufficient; private settlements; employees disappeared; and the process cost is high (Appelbaum et al., 2006; Mishra & Prasad, 2006). Notably, among all the cases referred to law enforcement, 70% were prosecuted successfully, 73.5% of those prosecuted pleaded guilty or no contest, and only 0.3% of perpetrators were acquitted (Daigle et al., 2009).

When employees are caught engaging in theft, it is important to punish the employees equally, whether they are top management or lower-level employees (Wang & Kleiner, 2005). If management steals and is not punished, employees will view this behavior as acceptable; thus, this issue will continue to be a problem in the workplace (Wang & Kleiner, 2005). For example, Gross-Schaefer et al. (2000) presented a case in which the CEO of a candy company took home a massive quantity of candy bars each night. He was later confronted and resigned, but no legal action was taken. As a result, the organization's productivity decreased considerably. Conversely, in a case regarding MasterCard, the organization took a hard-line approach to preventing employee theft by imposing fines, terminating employment, and prosecuting offenders (Gross-Schaefer et al., 2000). As a result, MasterCard claimed great success with dramatic reduction in theft (Gross-Schaefer et al., 2000). Despite success within various organizations, researchers argued that this hard-line approach can also have a negative impact within the organization, which includes fear, confusion, and reduced productivity due to concerns related to doing something wrong (Appelbaum et al., 2006; Nilsen, 2010). This can create the perception of a negative corporate culture and reduced morale in the honest employees (Appelbaum et al., 2006; Nilsen, 2010). Organizations must therefore appropriately and effectively balance the hard-line approach.

4. Method

Survey data were collected to achieve the purpose of the study. The survey featured a section in which the participants could indicate their employment status (e.g., unemployed, current employment for more than one month, and current employment for less than one month). Spencer’s (2010) employee theft questionnaire was used to measure the rate of employee theft for the different types of theft: misusing time during work hours (time theft), misusing or taking an employer’s property (property theft), dishonestly appropriating or hiding funds/money (embezzlement), obtaining small items for personal use (pilferage), and taking/changing confidential information without authorization (data and trade secret theft). The rate of employee theft was measured using five-point Likert scale items. The respondents indicated their frequency of employee theft with 1 = never, 2 = seldom, 3 = occasionally, 4 = often, and 5 = very often.

Each employee theft was measured based on whether a student had ever engaged in the activities listed. The data collection took place at a local community college in Pennsylvania in the United States. A systematic sampling method of professors and instructors was used in the data collection. The researcher asked the selected professors and instructors for permission to distribute a survey in their classrooms. Upon their approval, the survey was distributed to undergraduate college students in the classrooms. The data collection took place over a 10-day period. Valid survey responses from 92 students were used to analyze the data for this study.

5. Results and Discussion

A total of 139 surveys were distributed to undergraduate college students in 10 different classes. All the students returned their surveys, but only 92 of the surveys qualified for the study. The remaining 47 surveys were considered unusable because the questionnaires had not been completed, some students were unemployed at the time, or some students had been employed for less than one month. The author decided to exclude the responses from students who had been employed at the time for less than a month, based on the assumption that they might not have had an adequate employment record to indicate the frequency of employee theft behavior.

Based on the results of the survey responses from the students, the majority (92.1%) admitted to committing time theft, whereas 33.7% had committed some form of property theft. Regarding the remaining types of theft, 5.6% of students had embezzled, 26.7% had committed pilferage, and 14.4% had committed data and trade secret theft, respectively.

Table 1. Percentage of College Students Who Committed Each Type of Theft

<table>
<thead>
<tr>
<th>Type of Theft</th>
<th>%</th>
</tr>
</thead>
<tbody>
<tr>
<td>Time theft</td>
<td>92.1</td>
</tr>
<tr>
<td>Property theft</td>
<td>33.7</td>
</tr>
<tr>
<td>Embezzlement</td>
<td>5.6</td>
</tr>
<tr>
<td>Pilferage</td>
<td>26.7</td>
</tr>
<tr>
<td>Data and trade secret theft</td>
<td>14.4</td>
</tr>
</tbody>
</table>
The findings discussed above were consistent with the previous research literature. Graves (2008) mentioned that college student employees’ propensity toward theft in the workplace is on the rise. Harding, Carpenter, Finelli, and Passow (2004) also indicated that, among college student employees alone, approximately 48.8% have been tempted to engage in employee theft at least once. Based on these research findings and other research literature, employee theft among college students is clearly significant and deserves attention from the business community, so that appropriate steps can be taken to minimize the incidence of such theft and its consequences.

5.1 Time Theft

Time theft was by far the greatest form of theft committed by the students in this study, i.e., 92.1% of students whose questionnaires were accepted admitted to time theft. Some examples of time theft, often referred to as work withdrawal behaviors, include absenteeism, tardiness, low job involvement, leaving work early, doing personal matters during work hours, and taking unauthorized breaks (Henle, Reeves, & Pitts, 2010; Kulas et al., 2007). When college student employees take such actions, they are stealing time. Moreover, time theft behaviors reduce productivity at work.

5.2 Property Theft, Embezzlement, and Pilferage

The second most common type of theft the college students committed was theft of property (33.7%). Property theft is considered a major problem for retailers who experience shrinking inventories from the loss of merchandise as a result of employee and customer theft. However, employee theft alone contributes 47% or $15.8 billion of shrinkage in the retail sector in the United States (Alstete, 2006). Property theft is similar to embezzlement and pilferage; however, the differences are based on the magnitude and authority of an individual who commits employee theft. The distinction between property theft and embezzlement is that embezzlement is committed by a person in authority. Albanese (2008) and Vanasco (1998) refer to embezzlement as intentional conversion or misappropriation of property entrusted to one’s care. The distinction between property theft and pilferage is in the substance of the items stolen. In simple terms, pilferage refers to the stealing of small items or merchandise in small quantities for personal use (Russell, 2000; Vanasco, 1998). Pilferage of office supplies is common in many organizations, and it is a serious problem for U.S. businesses. As Wells (1994) indicated in his research, pilferage of office supplies amounts to approximately $1 billion a year.

5.3 Data and Trade Secret Theft

With the advancement of technology, employee theft now is not only limited to tangible assets. Advances in technology enable employees to steal information such as trade secrets, customers’ information, and other intellectual property. Although only 14.4% of college students admitted committing data and trade secret theft, for businesses to survive in a competitive economy, protecting their data and confidential information is critical (Camardella, 2004). For instance, in industries such as pharmaceuticals or biotechnology, the nature of the industry relies on new research and development, innovation, and protecting intellectual property. Camardella (2004) indicated that the theft of trade secrets and other intellectual property exceeds $250 billion a year, and 75% of those who commit such theft are considered trusted insiders, including employees.

6. Recommendations

The findings from this study indicate and confirm that employee theft among college student workers is a significant issue. With the high amount of losses annually as a result of employee theft, this issue has important implications for businesses (Kulas et al., 2007). There is need for businesses to strive to understand the root behavioral causes to proactively manage the risks (Ramamoorti, 2008). College students are now considered an important element of the workforce because the majority of them are employed (Riggert et al., 2006). Therefore, the findings from this study offer new practical implications for businesses to consider.

Future research addressing the rate of employee theft among college students should expand further to include a more qualitative component that offers more in-depth information pertaining to this issue. Further, future research conducted at different educational settings such as the university or private university would provide additional information on this issue for this particular demographic. A larger sample size with more variety of participants from different educational disciplines would offer a broader perspective regarding the investigation of this issue as well. Additionally, expanding the research to focus on employees with different demographics is recommended, as Peterson and Zikmund (2004) indicated that previous research has failed to investigate the unique demographics of employees who engage in unethical behavior in the workplace. The investigation of more factors and other variables that have an impact on the rate of employee theft among college students would also be beneficial, as many unknown contributing variables still have an impact on this behavior (Gross-Schaefer et al., 2000). Additional findings of factors would definitely contribute to literature and be useful for business communities. Finally, it is
recommended that the future research should be more industry- or organizational-setting specific, so the findings can be generalized within that particular industry or organizational setting.

7. Conclusion

This study’s findings indicate that the prevalence of employee theft among college students is significant and is growing. With the magnitude of financial losses annually as a result of theft, this issue has important implications for businesses. Based on the survey results, time theft, property theft, and pilferage appear to be the most common types of theft committed by college students. The different types of theft discussed in this research and the findings of this study should help businesses and practitioners become aware of the issue of employee theft among college students. Employers, therefore, can proactively address this issue in a timely manner to prevent or minimize the cost of such behavior.
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